
SECURITY AWARENESS, TRAINING & EDUCATION

Do not hesitate to call your local Security professionals if you have any questions.

SECURITY EDUCATION 
NEWSLETTER

As Boeing employees and US 
security-clearance holders, 
you are potential targets of 
anyone seeking elicit access 
to information and technology.
Employees need to be aware 
of adversarial attempts to 
solicit information that could 
be used against the United 
States government or Boeing.

Be wary of unsolicited 
attempts by unknown 
individuals or groups to make 
contact by e-mail, telephone, 
social media, and personal 
encounters.
Review the information in your 
SF-86. Know the details. If 
you are a victim of the OPM 
breach, an adversary can’t 
use your information against 
you if you know all 
the specifics.

OPM Breach: Espionage Protection

Report suspicious contacts 
experienced by your 
relatives and associates, 
particularly those individuals 
identified in OPM personnel 
records. Consider warning 
those listed on your SF-86
of this possibility.

The good news is you already 
know the best ways to protect 
yourself: avoid discussing 
work outside of the office, be 
wary of prying questions, and 
report suspicious contacts.
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